Law OFFICES

BLOOSTON, MORDKOFSKY, DICKENS, DUFFY & PRENDERGAST, LLP
2120 L STREET, NW
WASHINGTON, DC 20037

HAROLD MORDKOFSKY (202) 680-0830 AFFILIATED SOUTH AMERICAN OFFICES
BENJAMIN H. DICKENS, JR, FacsIMILE: (202) 828-B568 ESTUDIO JAUREGUI & ASSOCIATES
JOHN A, PRENDERGAST BUENOS AIRES, ARGENTINA
GERARD J. DUFFY "

ROBERT M. JACKS
ﬁI§y¢ ?E;l%grcu BINe September 25, 2008 OF COU.I{!SCI:ET_ N
D. CARY MITCHELL.
SALVATORE TARLLEFER, JR. PERRY W, WOOFTER

LEGISLATIVE CONSULTANT

ARTHUR BLOOSTON EUGENE MALISZEWSKY.J
1914~ 1992 DIRECTOR OF ENGINEERING

WRITER’S CONTACT INFORMATION

(202) 828-5519

Marlene H. Dortch, Secretary

Office of the Secretary

Federal Communications Commission
445 12" Street, S.W.

Washington, DC 20554

Re:  Omnicom Paging Plus, LLC
Section 64.2009(e) CPNI Certification Filing
EB-08-TC-4901
Request for Waiver

Dear Ms. Dortch:

Omnicom Paging Plus, LLC (“Omnicom™), by its attorneys, hereby submits its annual
CPNI Certification for 2007, and a request for a waiver of section 64.2009(e) of the
Commission’s rules.

For the reasons set forth in its response to the FCC’s CPNI Inquiry dated September 3,
2008 (File No. EB-08-TC-4901), which is incorporated herein as if fully set forth, Omnicom
hereby requests a waiver of Rule Section 64.2009(e) to permit the late-filing of the instant report.
For good cause shown, it is respectfully submitted that the public interest would be served by a
grant of this request.

In other instances, the Commission has granted waivers to allow the late filing of required
documents when the public interest is service by allowing such filings. See, e.g., In the matter of
Forty-one Late-Filed Applications for Renewal of Educational Broadcast Service Stations, DA



07-205, 22 FCC Red 879, (Jan, 25, 2007); Junior College District of Metropolitan Kansas City,
Missouri, DA 06-2381, 21 FCC Red 13770 (W'TB 2006), City Page & Cellular Services, Inc.
dfb/a City Beepers, DA 02-3558, 17 FCC Red 26109 (WTB 2002)(Long form application
deadline waived because applicants were unaware of deadline); NPCR, Inc., Petition for Waiver
of Rule Section 54.8026, DA 07-110, 22 FCC Red 560, (WCB 2007YETC Certification report
deadline waived).

If you have any questions regarding this matter, please contact me.

Respectfully submitted,

o R 7] 3 ' R
Ade e P DAY ¢
Richard D. Rubino
Attorney for Omnicom Paging Plus, LLC

Attachment



Marlene H. Dortel, Bocretary

Federal Communications Commission
Office of the Sccretary

445 17th Street, SW

Washingion, DC 20554

Anvael 47 CF.R, § 64.2808(c) CPNI Certification
EB Docket 86-36

Annual 64,2009(c) CPNI Cevtification for 2007

Date of execution: September_2.2 2008

Name of Company covered by this certification:  Ommicom Paging Plys, LLC
Form 499 Filer 1D: 812191

Nagme of Ofﬁicar signipg: Apgeling Hickman

Title of Officer signing: Managing Member

I, Angeline Hickman, certify that 1 am an officer of the Company named above, and
acting as an agent of the Company, that ! have personal knowledge that the Company has
established operating prosedures that are adequate to ensure compliance with the Commission’s
CPNI rules. See 47 C.ER. § 64.2001 2 seq.

Aftached to this certification as Exhibit 1 s an accompanying statement cxplaining how
the Company’s procedares ensure that the Cotapany is in compliance with the reguirements set
forth in seclion 64 2001 ¢f seq. of the Commission’s rules.

The Company has not taken any actions {proceedings instituted or peittions filed by 2
company at either sixfc comspission, the couwrt system, or at the Commission against data
brokers) against dats brokers in the past year, Companies must report on any Information that
they have with respect o the processes prefexters are using o afiempt to access CPNY, and what
steps companies are taking to protect CPNL

The Company has notrecsived any customer complainis bn the past year concerning the
wnanthorized release of CPNT (mumber of customer complaints a company has received related to
unawthorized access to TPNL, or wnauthorized discloswre of CPNI, broken down by category or
coraplaint, e.g . ingtances of improper access by coployess, instances of improper disclosuwre o
individuals not authorized to receive the informaiion, or instances of improper access to online
information by individusls not suthorized 1o view the information).

/ﬁ*“::‘:>

ce: Telecommunicatons Consumers Division, Enforcement Bureau
Best Copy and Pripgting, Inc.



Exhibit §
OMNICOM PAGING PLUS, LLC

STATEMENT BXPLANING HOW THE COMPANY’S OPERATING PROCEDURES
ENSURE COMPLIANCE WITE THE vCCS CPNI RULES

I, Customer Proprictary Network fnformation “CPNI")

CPNI is defined in Seetion 222(f) of the Communications Act as {4&) information that relates
to the quaniity, techrical configuration, type, destination, aznd amownt of use of a
telecommunications service subsce abad to by any customer ef a telecomumunicstions carrier,
and that is made gvailable to the carvier by the customer solcly by virtee of the carvier-
custorner relationshin; and (B) information sonlained in the bills pemnmg o telephone
exchange service or telephons tofl service received by 2 customer of a carrier {excopt that
CPNI does not inglede subscriber list information).

Generally, CPNE includes personal information regarding » consumer’s use of his or her
telecomunumestions .ewi:,m CPNI encompasses information such as: (8} the telephone
pumibers called b umer; (b) the telephons numbers calling a customer; {¢) the tire,
location and duration & consumer’s outbound snd inbound phone caﬂs and (@) the
iclecommunicsiions and information services purchased by a consumer, The only CPNL
generated by the Company is the telecommunications and information services purchiased by
4 CONSUMer,

T8
of
£

Call detail information {(dlso kuown as “call rccome”‘“} is a category of CPNI that i
particutarty sensicve from a privacy standpoint and that is sought by protexters, hackers ami
other unawthorized entitics fov Hlegitimate purposes. Call detall wciudw any information
that pertains 1o the transmdssion of a specific ielephone csll, including the nuwmber called {for
outhound cails), the pumber fom which the call was p‘éacu:‘i {(for inbound calle), and the date,
time, location and/or durstion of the call (for all calls). The Compaay does not generate any
call detat! information.

. Yo apd Disclpsure of CPNY Is Restricted

The Company recognizes that CPNI inclades Information that is personal and individually
identifiable, and that privacy concerps have led Congress and the FCC 10 irmpose restrictions
upon its use and disclosure, and vpon the provision of aceess t i by ndividuals or emities
inside and oufside the Company.

The Company has designated a CPNI Con apiza;ncc Officer who s responsible forr (1)
commumicaiing with the Cemmaxy s attormneys regarding CPNI "”@E;pot’lsibzham, LEQUITEMETIS
and restrictions; (2) supervising the waining of any Company ﬁmpioyema and agents who use
or have acoess 1o CPNE (3) supervising the use, disclosuwre, distribution or access 1o the
Company’s CPNI by ’ml&pcmr—*a: contractors and joint venture pariners; {4) maintsiing
records regarding the uss of CPME in any marksting campaigns the Company might conduct



in the futwre (i has conducted nome for some time); and (5) receiving, reviewing and
resolving questions or issacs regarding use, disclosure, distribution or provision of access to
CPNIL

Company employees and agents that may deal with CPNY have been informed that there are
substantial federal restnictions uvpop CPNI use, distnbution and access. In order o be
sithorized to use or acczss the Company’s CPNI, employees and agents must receive
training with respect to the requirements of Section 222 of the Comununications Act and the
FCC's CPNI Rules (Sabpart U of Part 64 of the FCC Rules).

If an agent, independest contractor or join venture partner ever recelves or is allowed 1o
access or use the Company’s CPNI, the agent’s, independent contractor’s or joint venture
partner’s agreement with the Company must coniain provisions {or the Company and the
agent, independent confractor or joint ventwe pariner mest epter imo an additions!
confidentiality agreement which provides) that: (a) the agent, independent contracior or joint
venture partner may use the CPNL only for the purpose for which the CPNI has been
provided; (b) the aperd, independent contractor or joint venture partmer may not disclose or
distribute the CPNI to, or allow access to the CPNIT by, any other party (uniess the agent,
independent cordracior of joint venture partner is expressly and specifically reguired to do so
by a court order); and (¢} the agent, independent contrastor or joini ventwre partner raust
implement approprizte and specific safeguards scceptable to the Company o snsure the
confidentiality of the Company’s CPNL

1. Protection of CPNE

i. The Compeny may, after receiving an appropriste wiitten request from a customer,
disclose or provide the customer’s CPNI o the customer by sending it w0 the customer’s
address or record. Any and gl such customer requests: (1) must be made in writing; (2) must
include the customner’s corzect billing name and address and telephone wumber; (3) must
specify exactly what fype or 1ypes of CPINT must be disclosed or provided; (4) must specify
the time period for which the CPNI must be disclosed or provided; and (5) must be signed by
hie customer.

2. The Company will provide z customer’s CPN to 2 law enfbrecement agency n accordance
with applicable lega! regrirements,

3, The Company does not have any call detall information, and therefore has noi collecied
any customer passwords and/or “shared secret” question-apswer combinations from any of
its customers in oxder o authenticate the idepbily of custommers requesting call detail
information over the tetephone.

4, Compeny emplovess authenticate al! telephone reguests for CPNI either (a) by send the
raquested information to the customar’s postal or clectonic “address of record” (see
definition above)” or (b} by call the customer back at the customer’s “telephone nurtber of
record” (see defipition above) with the requesisd informetion.



8. The Company has adopted a policy that it does not and will not use, disclose or peamit
access to CPINI by an affiliate.

6. When an existing customer calls the Company to mguire about or order new, additional or
modified services Gn-bound marketing), the Company may use the customer’s CPNI other
than call detail CPNT o assist the custorser for the duration of the customer’s call if the
Company provides the cusiomer with the oral notice required by Sections 64.2008(¢) and
64.2008(f) of the FCC’s Rules and after the Company authenticates the customer.

7. The Cormpany has adopted 2 policy that it doss not and will not use, disclose, or permit
access 1o CPNI in conmection with Company-initisied roarketing of services fo which a
customer docs not already subscribe from the Company (oul-bound marketing).

8. The Company’s employces and billing agenis may use CPNI to mitiate, render, bill and
collect for telecommunications services. The Company may obtain information fom new or
existing customers fhat may constitute CPNI as part of applications or requests for new,
additional or modifisd services, and s amployees and agents may use such customer
information (without further customer approval) to initiale and provide the serviges.
Likewise, the Company’s employses and billing agents may use custoraey service and calling
récords (without sestomer approval): (a) 10 mrul customers for services rendered to them; (b)
to investigete and resolve disputes with customers regarding their bills; and (o) 0 pursue
Jegal, arbitration, or other processes to collect late or unpaid bills From customers.

9. The Company's cmplovess and agents may wse CPNI without customer approval ic
protect the Company’s rights or property, and to protect users sod other carders from
fraudulent, abusive or iliegal yse of {or subseription o) the telecomupunications servies fom
which the CENI is derived. Because allegations and nvestigations of faud, abuse and iljegal
use constitute very sensitive matters, any aocess, use, disclosure or distribution of CPNI
parsuant © this Section wwst be expressly approved in advance apd in wiriting by ihe
Company’s CPNI Compliance Officer.

1. The Compeny’s employess, agents, independent contractors and joint venture partners
may NOT use CPNI to identify or track customers who bgve made calls to, or reccived calis
from, competing capriers.  Nor may the Company's employecs, agents, independert
coptractors or joint ventuse pariners use of discloss CPN] for personal reasons or profit.

11 Compa;rl y policy mandates that files containing CPNI be maintained in a secure manner
veh that they cannot be used, accessed, disclosed or distibuted by vnanthorized individuals
ot in an upauthorized manner.

.EZ Dapef files ¢o ﬁ"c&ir’s;«-.-g CPNI are kept 1 secure aress, and may not be used, removed, or
13, Company employess, agents, independent comiraciors and JOEI:‘i: venture pariness ave

reguired 0 noly the d" NI Compliancs Officer of any zecess or secwrity problems they
encounter with respect to files containing CPNL



14, After December §, 2007, the Company will notfy customers immediately of certain
changes n their accournts that may affect privacy or security matiers.

a. The types of changes that require immediate notification include: (a) change or request
for change of the customer’s passwosd; (b) change or request for change of the
customer’s address of record; (¢) change or request for change of any sigrificant element
of the customer’s onlne accouml and {d) a change or request for change to the
customer’s responses with respect to the back-up means of authentication for lost or
forgotien passwords.

b. The notice may be provided by: () a Company call or voicomadl to the customer’s
telephone number of record; (b) & Company fext messege 10 the customer’s telophone
number of record; or (¢} a wriften notice mailed o the customer’s address of record (o
the customer’s prior address of record if the change includes a change in the customer’s
address of record).

¢. The notice must identify only the general type of chenge and must not reveal the
changed information.

15. Since Deceraber 8, 2607, the Company wust provide an indtial notice 1o law epforeement
and a subsequent notice to the customer if & security breach results n the disciosure of the
customer’s CPNT (¢ g thirg party withoui the customer’s suthorization,

5. As scon as praciicable (and in no avent more than seven (T) days) after the Company
discovers that z person (withowt authonization or exeseding authorization) has
intentionally gained access to, used or disclosed CPNL, the Company mast provide
electronic notification ¢of such breach fo the United States Secret Service and to the
Federal Burean of Invesiigation via o cenival reporting fectlity accessed through a lnk

maintained by the FCC at httpy/fwww fec gov/eblepni.

16. Since December 8, 2007, the Company will provids customers with accoss w CPNT at lts
rewil locations if the custormer presents a valid plioto 1D and the valid photo TD matehes the
name on the avcount.

17. Since Decernber 8, 2607, the Company iakes regsonable measures io discover and protect
against activity that s indieative of pretexting including requiring Company employees,
agents, independent contractors and jount venture partners to wnotify the CPNI Compliance
Officer ipmncdiziely by volce, voicemall or emall oft {8) any suspicions or unusust call
requesting @ customer’s ¢all detsil informeation or other CPNI {including » call where the
caller furnishes an incorrect password or ncorrect answer 10 one or both of fthe “shered
secret” question-mmower cowmbipationsy; (0) amy Suspicious of unoSusl sttempt by an
individual to chenge & customer’s password ot accowst imformation (mcleding providing
insdequate or irappropriatc identification or incomect “address or record,” “telephons



number of record” or other sigpificant setvice information), {¢) any and all discovered
instances where access 1o the Company's electromie files or databases containing passwords
ot CPNI was denied due io the provision of incorrect logins and/or passwords; and () any
complaint by a customer of unauthorized or imappropriate use or disclosure of his or her
CPNL  The CPNI Comapliance Officer will reguest furdher information in writing, and
investigate or supcrvise the investigation of, any incident or group of incidents that
reasonably appesy to ontall pretexting,

V. CPNE Compliance Officer

Irx addition to the specific matters required to be reviewed and approved by fhe Company’s
CPNL Corpliance Officer, employees and sgenis, indepcndent contractors and joint venture
varkners are stronghy encowaged to bring any and all other questions, issues or uneertalnties
regarding the use, discloswe, or access to CPNI to the atlention of the Company’s CPNI
Comphiance Officer for appropriate Investigation, review and guidance. The extens {5 which
& particular cmployes or agent brought a CPNI malfcr fo the atlention of the CPNI
Compliance Officer and received appropriste guidance is a matenal considersiion in any
disciplinary action brought against the employce or agernt for impermissible wse, disclosure
or access 1o CPNL

Y. Disciplinary Procednres

The Company has informed ifs employees and agents, independent contractors and joint
venture paritters that it considers compliance with the Communications Act and PCC Rules
regarding the use, disclosure, and access to TPNI to be very imporiant.

Violation by Compeny eomloyzes or agewts of such CPNI requirements will lesd fo
disciplinary action (including vemedial traiping, reprimands, unfavorsble performance
reviews, probation, and terminetion), depending upon the circumstances of the vielation
(inchuding the soverity of the violation, whether the violation was a first Hme or repeai
violation, whother eppropriate guidance was sought or received from the CPRNI Compliznce
Officer, and the extent to which the violation was ot was not deliberaie or malicious).

Violation by Company independent comiractors or joint ventwre partmers of such CPNI
requitements will lead i prompt disciplipary action (up to and including remedial training
and termination of the contract).



